Hands-on Windows Server 2019 (3e)
Module 3 Solutions

Review Questions

1. Virtual machine settings are stored within a .vhdx file. True or False?
Answer: False. The filesystem used by a guest operating system is stored within a .vhdx file. Virtual machine settings are stored within files under the Virtual Machines folder. 
2. Which of the following commands may be used to start Hyper-V Manager?

a. hyperv 
b. hyper-v
c. virtmgmt.msc
d. new-virtconsole
Answer: c. The virtmgmt.msc command can be used to start Hyper-V Manager. 
3. To which of the following virtual switches can a host operating system connect? (Choose all that apply.)

a. Internal

b. External

c. Public

d. Private

Answer: a, b. The host operating system can connect to external and internal virtual switches only. Private virtual switches only allow virtual machines to connect, and Public virtual switches do not exist. 
4. The physical network interface used by an external virtual switch is not configured using IP. Instead, it uses the Hyper-V Extensible Virtual Switch protocol to allow virtual network interfaces attached to the external virtual switch to use the physical network interface. True or False?

Answer: True. IP is not configured on a physical network interface that is used by an external virtual switch. Instead, this interface uses the Hyper-V Extensible Virtual Switch protocol to allow virtual machines to share the physical network interface. 
5. Which of the following operating systems are supported for use within a Generation 2 virtual machine? (Choose all that apply.)

a. 32-bit versions of Windows 7

b. 64-bit versions of Windows Server 2008

c. Ubuntu 14.04

d. FreeBSD 9.1

Answer: c, d. Windows Server 2008 and 32-bit versions of Windows are not supported by Generation 2 virtual machines. However, Ubuntu 14.04 and FreeBSD 9.1 are supported by Generation 2 virtual machines. 
6. Which of the following hardware devices does a Generation 1 virtual machine emulate? (Choose all that apply.)
a. IDE hard disk
b. SCSI hard disk
c. UEFI BIOS 

d. Serial ports
Answer: a, b, d. Generation 1 virtual machines support IDE and SCSI hard disks as well as serial ports and a standard BIOS. UEFI BIOS emulation is only provided by Generation 2 virtual machines. 
7. Guest operating systems require VMBus drivers to support the virtualized hardware within a Generation 2 virtual machine. True or False?

Answer: True. In order to support the virtualized hardware in a Generation 2 virtual machine, the guest operating system must have the appropriate drivers for the VMBus. 
8. Which of the following Hyper-V features allows a virtual machine to use additional physical memory within a server, provided that it is available? 

a. Smart caching
b. Dynamic memory
c. Smart paging 
d. Shielding
Answer: b. Dynamic memory can be used to use additional physical memory. Smart paging is used to provide additional virtual (not physical) memory. Shielding encrypts the contents of virtual hard disk files, and smart caching does not exist. 
9. Both Generation 1 and Generation 2 virtual machines support Secure Boot. True or False?

Answer: False. Secure Boot is only available within a UEFI BIOS, and only Generation 2 virtual machines provide UEFI BIOS emulation. 
10. Your server has an additional SSD that you wish to use exclusively within a virtual machine as a pass-through disk to increase performance. What must you do to achieve this? (Choose two answers.)
a. Ensure that the SSD is set to an Online state within the Disk Management tool. 

b. Ensure that the SSD is set to an Offline state within the Disk Management tool. 

c. In the properties of the virtual machine, create a new virtual hard disk file that is stored on the drive letter that is used by the SSD. 

d. In the properties of the virtual machine, select an existing virtual hard disk, choose Physical hard disk, and select the SSD. 
Answer: b, d. To be used as a pass-through disk, the SSD must be set to the Offline state. Following this, you can select Physical hard disk within the properties of a virtual hard disk to ensure that the virtual hard disk uses the physical disk instead of a virtual hard disk file. 
11. Which action should you choose for a virtual machine within the Actions pane in order to obtain the Virtual Machine Connection window?

a. Start

b. Connect

c. View

d. Ctrl+Alt+Del 

Answer: b. Connect will open a Virtual Machine Connection window for a virtual machine within Hyper-V Manager. Start will boot a virtual machine, whereas View and Ctrl+Alt+Del are not valid actions within the Actions pane of Hyper-V Manager. 
12. Virtual machine checkpoints are often used prior to making an important configuration change within a guest operating system, such as installing software or device drivers. True or False?

Answer: True. Because virtual machine checkpoints allow you to revert the state of a virtual machine to a previous point in time, they are often created before applying a configuration change that could negatively impact the system. 
13. After creating a production checkpoint of a virtual machine, you would like to revert the virtual machine to the state it was in prior to the checkpoint. What should you select within the Actions pane of Hyper-V Manager after selecting your checkpoint within the Checkpoints pane?

a. Apply

b. Revert

c. Delete

d. Delete Subtree 

Answer: a. You can Apply a checkpoint to revert to a previous point in time. Delete will merge the checkpoint file into the existing virtual hard disk file. Delete Subtree will merge multiple checkpoint files into an existing virtual hard disk file, and Revert is not a valid action in the Actions pane when selecting a checkpoint within the Checkpoints pane within Hyper-V Manager. (Revert appears when you select the virtual machine in the Virtual Machines pane.) 
14. Any changes to a guest operating system made following the creation of a checkpoint are stored within a.avhdx file in the same directory as the associated .vhdx file. True or False?

Answer: True. The .avhdx file is stored within the same directory as the .vhdx file and stores all modifications made to a guest operating system following creation. 
15. Which of the following Hyper-V features requires that your host operating system be joined to an Active Directory domain? (Choose all that apply.)

a. Live migration

b. Checkpoints

c. Replication

d. Quality of Service (QoS)

Answer: a, c. Both live migration and replication require that the source and target systems be joined to an Active Directory domain. Checkpoints and QoS are locally-provided features that do not depend on Active Directory. 
16. Replication must be enabled on your Hyper-V host before you are able to copy the contents of a virtual machine to a target Hyper-V host. True or False?

Answer: False. You must enable replication on the target Hyper-V host before you are able to copy the contents of a virtual machine to it. 
17. To create a virtual machine template, what actions must you perform at minimum? (Choose all that apply.)
a. Create a new virtual machine and install a guest operating system within it
b. Install additional software components within the guest operating system

c. Run the System Preparation Tool within the guest operating system to remove unique identifiers
d. Export the virtual machine to a folder on the filesystem
Answer: a, c, d. To create a virtual machine template, you must first create and install a virtual machine, optionally install additional software components, remove unique information with the System Preparation Tool, and export the virtual machine to a folder at minimum. Because installing additional software components is optional, it is not a minimum requirement.
18. After importing a virtual machine template to create a new virtual machine, you should rename the new virtual machine. True or False?

Answer: True. After importing a virtual machine template, the new virtual machine will be given the same name as the virtual machine template. You should rename this virtual machine to match your intended needs. 
19. WDS can be used to install multiple physical or virtualized systems at the same time, provided those systems can boot from the network using PXE. True or False?

Answer: True. WDS provides an operating system to systems that boot from the network using PXE. These systems can be physical or virtual. 
20. Which two files must you import within the Windows Deployment Services tool to provide for remote installation?
a. install.wim 
b. PXE.wim
c. bootmgmt.wim
d. boot.wim
Answer: a, d. You must add a boot.wim and at least one install.wim to a WDS server at minimum to provide remote installation functionality. 
Discovery Exercises

Discovery Exercise 1

Not available.  

Discovery Exercise 2

Not available.  

Discovery Exercise 3

Not available.  

Discovery Exercise 4

Not available.  
